
 

 
 
 

 
INFORMATION SECURITY POLICY  
 
The Senior Management at Mavi is committed to ensuring that information security is implemented, 
executed, monitored, reviewed, maintained and enhanced. Mavi adopts the following principles for 
information security management:  
 

• Ensuring the operational safety and security of the products and services offered to the customers 
and stakeholders is essential to Mavi.  

• Mavi aims to achieve integration, compliance and stability across all business processes. An 
integrated and dynamic business strategy requires ensuring the security, privacy, integrity, 
accessibility and continuity of the information assets.  

• Mavi takes measures against the risks that may threaten the security, privacy, integrity and 
accessibility of the products and services that add value to its customers and stakeholders, and 
adopts a systematic approach to risk management.  

• Mavi complies with all laws and regulations on information security.  

• Mavi delivers training programs to improve technical and behavioral skills to raise awareness 
about information security.  

• Mavi develops, releases and monitors the implementation of sub-procedures and internal control 
mechanisms within the framework of the Information Security Policy.  

• Mavi sets information security goals that align with this policy and the organization’s mission, and 
measures compliance at regular intervals to take advantage of continuous improvement 
opportunities.  


